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INFORMATION SHARING
This Commissioner’s Requirement describes staff’s responsibilities in relation to sharing of prisoner and offender information between Corrections Victoria business units.
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1. 
Information sharing
The effective management of prisoners and offenders includes the collection, classification, storage, use and selective sharing of a great deal of information, most of which is confidential and sensitive. The appropriate sharing of this information, in accordance with legislation and government policy, is a key factor in the operational effectiveness of the sentence management function. 
This requirement outlines the key principles relating to the sharing of information between Corrections Victoria business units responsible for the supervision of prisoners and offenders. This includes staff who work in prisons, Community Correctional Services (CCS), Rehabilitation and Reintegration Branch (RRB), Assessment and Adaptive Interventions, Post Sentence Branch (PSB), CVIU and SMD. 
It is recognised that in certain situations, due to the highly sensitive nature of the information, access will be restricted to a few individuals. 
This procedure does not cover the sharing of information with external providers and organisations. 
2.
Risk information 

Risk information is information received by staff that has implications for the good order and security of a prison or Community Corrections Services location. This could include information pertaining to planned assaults or violence against staff or prisoners, escape plans, threats to staff or prisoners, trafficking of contraband or planned riots. 
Staff across the entire correctional system have an obligation to disclose this type of information to staff responsible for the care and supervision of the prisoner or offender, or to their direct line manager. For offenders on a community based disposition, this information should be provided to the case manager. In prisons this information should be provided to the operations manager and sentence management portfolio holder.  For all other staff, this information should be provided to line managers.
Corrections Victoria routinely monitors electronic and print media. At times this information will negatively impact on the safety and security of prisoners where specific cases have been reported. Where a media report is identified as potentially contributing to an escalated risk to the safety of any prisoner, the Media Assessment and Escalation Protocol (MAEP) must be used. Refer to SMM IM4 Media Assessment and Escalation Protocol). 
Decisions and outcomes relating to the MAEP must be entered on the MAEP form, and saved into Centurion.
3.
Case management information
The effective management of prisoners and offenders relies on a coordinated approach between the various divisions of Corrections Victoria. The level of services and programs to be provided to prisoners and offenders requires an accurate assessment of risk and needs and this is in part, based on information about services and program engagement and participation. It is important that decisions are made considering all relevant information from a range of sources. 
The Prisoner Information Management System (PIMS) and E*Justice are the primary computer systems used by Corrections Victoria to store and share information. Staff access to these systems and their level of access relates to the business unit they work in and their responsibilities. In addition, the use of shared drives and paper-based files (Individual Management File (IMF) for prisons and offender file for CCS) assist the organisation in sharing information. 
Staff have a responsibly to ensure that decision makers have access to relevant information. It is particularly important to ensure that staff responsible for making placement decisions in the prison environment have access to relevant information. Staff are required to:

· regularly update the IMF or offender file 
· regularly update information in the relevant modules in PIMS or E*Justice

· add new information in the relevant modules in PIMS or E*Justice as it is received

· provide the information to the decision makers in another manner if unable to add into the system. 
Decision makers also have a responsibility to ensure staff responsible for day to day management are provided with the rationale for decisions that are made and any information that is required in order to manage the prisoner.
In accordance with the Corrections Act 1986, staff must not record, disclose, communicate or make use of confidential information, except to the extent necessary to perform the official duties, powers or functions of their position.
4.
Intelligence information 
A strong correctional intelligence system has the potential to prevent serious security breaches in prisons, including assaults, trafficking contraband, deaths and escapes. Every staff member can be a source of or receive intelligence information and has an obligation to ensure this information is provided to  CVIU. Every interaction with a prisoner or offender is an exchange of intelligence and staff have an obligation to capture this information. Staff should treat all information seriously, especially threats of assault, trafficking of contraband or plans for escape – even if such information is delivered incidentally or frivolously. SMD staff must act on this information including escalating such threats to prison management, CVIU or CVEC.
In the prison environment, the seamless exchange of information between  CVIU and SMD is essential to ensure that all relevant information is considered when making classification decisions. In recognition of this, the CVIU and SMD Intel Meeting was established. Representatives of SMD and CVIU meet  as required but at least fortnightly to:
· provide a formal process in which to share information between CVIU and SMD
· determine CVIU participation in upcoming sentence management panels
· provide an avenue to request information or analysis of operational risk and prison intelligence trends
· discuss upcoming events.
In addition, SMD staff must: 

· review and consider all intelligence information in determining prisoner classification
· regularly review intelligence information for their portfolio location as part of SMD staff portfolio responsibilities
· enter the details in the SMO issues screen if they receive information that should not be entered in the classification decisions (PIMS) SMD for security or intelligence reasons
· enter an information report in the Centurion Intelligence System if they receive information on any significant matter that relates to the safety and security of any prisoner, staff or the correctional system, (except in situations where local Prison Intelligence Unit (PIU) or CVIU are also present. In these instances, it will be the responsibility of PIU or CVIU as determined between these two units)
· record any relevant information in the Centurion Intelligence System that is forwarded by law enforcement agencies. 
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What





The ability of the Victorian Corrections system to effectively manage prisoners and offenders is dependent upon relevant staff having access to accurate and up to date information. This relies on open communication (verbal and written) between Corrections Victoria staff (e.g. prison officers, community corrections officers, program staff, Corrections Victoria Intelligence Unit (CVIU) and Sentence Management Division (SMD) staff).








Why





Corrections Victoria information relating to prisoners and offenders is protected under the Information Privacy Act 2000, the Corrections Act 1986 and the Charter of Human Rights and Responsibilities Act 2006.  The Corrections Act 1986 s 30, specifies that staff must not record, disclose, communicate or make use of confidential information, except to the extent necessary to perform official duties, powers or functions of their position.  








When





Staff are required to appropriately record and share information as necessary. 





Who





All staff have a responsibility to ensure that any relevant information they receive is appropriately recorded and provided to the staff members responsible for the management and supervision of the prisoner or offender.
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